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卫星导航定位基准站网终端定位服务

安全技术规范

1　范围

本文件规定了卫星导航定位基准站网终端安全定位服务的基本原则、总体框架、服务信息和终端

信息、数据传输安全通道建立、终端接入认证、数据加密和解密、运维管理和终端测试等内容。

本文件适用于卫星导航定位基准站网终端研制、系统运维及服务应用等。

2　规范性引用文件

下列文件中的内容通过文中的规范性引用而构成本文件必不可少的条款。其中，注日期的引用文

件，仅该日期对应的版本适用于本文件；不注日期的引用文件，其最新版本（包括所有的修改单）适用于

本文件。

GB/T 28588　全球导航卫星系统连续运行基准站网技术规范

GB/T 35767　卫星导航定位基准站网基本产品规范

GB/T 35769　卫星导航定位基准站网服务规范

GB/T 39615　卫星导航定位基准站网测试技术规范

GB/T 39618　卫星导航定位基准站网运行维护技术规范

GB/T 39786　信息安全技术　信息系统密码应用基本要求

GM/T 0022　IPSec VPN 技术规范

GM/T 0024　SSL VPN 技术规范

GM/T 0028　密码模块安全技术要求

3　术语和定义

下列术语和定义适用于本文件。

3.1
卫星导航定位基准站　global navigation satellite system reference station; GNSS reference station
对卫星导航信号进行长期连续观测，获得观测数据，并由通信设施将观测数据实时或定时传送至

数据中心的地面固定观测站。

[来源：GB/T 39611—2020，2.1] 
3.2

卫星导航定位基准站网　GNSS reference station network
由若干卫星导航定位基准站、数据中心及数据通信网络组成，用于提供数据、定位、导航、授时、位

置、气象、地震等服务的系统。

[来源：GB/T 39611—2020，2.2] 
3.3

数据中心　data center
由服务器、网络设备、专业软件系统以及机房等构成，具备数据管理、数据处理分析及产品服务等
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